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What is "Embedded - Microcontrollers"?

"Embedded - Microcontrollers" refer to small, integrated
circuits designed to perform specific tasks within larger
systems. These microcontrollers are essentially compact
computers on a single chip, containing a processor core,
memory, and programmable input/output peripherals.
They are called "embedded" because they are embedded
within electronic devices to control various functions,
rather than serving as standalone computers.
Microcontrollers are crucial in modern electronics,
providing the intelligence and control needed for a wide
range of applications.

Applications of "Embedded -
Microcontrollers"

Embedded microcontrollers are used in virtually every
sector of electronics, providing the necessary control and
processing power for a multitude of applications. In
consumer electronics, they manage the operations of
smartphones, home appliances, and wearable devices. In
automotive systems, microcontrollers control engine
functions, safety features, and infotainment systems.
Industrial applications rely on microcontrollers for
automation, robotics, and process control. Additionally,
microcontrollers are integral in medical devices, handling
functions such as monitoring, diagnostics, and control of
therapeutic equipment. Their versatility and
programmability make them essential components in
creating efficient, responsive, and intelligent electronic
systems.

Common Subcategories of "Embedded -
Microcontrollers"

Embedded microcontrollers can be categorized based on
their architecture, performance, and application focus.
Common subcategories include 8-bit, 16-bit, and 32-bit
microcontrollers, differentiated by their processing power
and memory capacity. 8-bit microcontrollers are typically
used in simple applications like basic control systems and
small devices. 16-bit microcontrollers offer a balance
between performance and complexity, suitable for
medium-scale applications like industrial automation. 32-
bit microcontrollers provide high performance and are
used in complex applications requiring advanced
processing, such as automotive systems and sophisticated
consumer electronics. Each subcategory serves a specific
range of applications, providing tailored solutions for
different performance and complexity needs.

Types of "Embedded - Microcontrollers"

There are various types of embedded microcontrollers,
each designed to meet specific application requirements.
General-purpose microcontrollers are versatile and used in
a wide range of applications, offering a balance of
performance, memory, and peripheral options. Special-
purpose microcontrollers are tailored for specific tasks,
such as automotive controllers, which include features like
built-in motor control peripherals and automotive-grade
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Peripheral Source NVIC Line

EVSYS – Event System 8

SERCOM0 – Serial Communication Controller 0

SERCOM6 – Serial Communication Controller 6

9

SERCOM1 – Serial Communication Controller 1

SERCOM7 – Serial Communication Controller 7

10

SERCOM2 – Serial Communication Controller 2 11

SERCOM3 – Serial Communication Controller 3 12

SERCOM4 – Serial Communication Controller 4 13

SERCOM5 – Serial Communication Controller 5 14

CAN0 – Controller Area Network 0 15

CAN1 – Controller Area Network 1 16

TCC0 – Timer Counter for Control 0 17

TCC1 – Timer Counter for Control 1 18

TCC2 – Timer Counter for Control 2 19

TC0 – Timer Counter 0

TC5 – Timer Counter 5

20

TC1 – Timer Counter 1

TC6 – Timer Counter 6

21

TC2 – Timer Counter 2

TC7 – Timer Counter 7

22

TC3 – Timer Counter 3Reserved 23

TC4 – Timer Counter 4Reserved 24

ADC0 – Analog-to-Digital Converter 0 25

ADC1 – Analog-to-Digital Converter 1Reserved 26

AC – Analog Comparator 27

DAC – Digital-to-Analog Converter 28

SDADC – Sigma-Delta Analog-to-Digital Converter 1 29

PTC – Peripheral Touch Controller 30

Reserved 31
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2.3. Erases the lock row, removing the NVMCTRL security bit protection.
3. Check for completion by polling STATUSA.DONE (read as '1' when completed).
4. Reset the device to let the NVMCTRL update the fuses.

13.8 Programming
Programming the Flash or RAM memories is only possible when the device is not protected by the
NVMCTRL security bit. The programming procedure is as follows:

1. At power up, RESET is driven low by a debugger. The on-chip regulator holds the system in a POR
state until the input supply is above the POR threshold (refer to Powe-On Reset (POR)
characteristics). The system continues to be held in this static state until the internally regulated
supplies have reached a safe operating state.

2. The PM starts, clocks are switched to the slow clock (Core Clock, System Clock, Flash Clock and
any Bus Clocks that do not have clock gate control). Internal resets are maintained due to the
external reset.

3. The debugger maintains a low level on SWCLK. RESET is released, resulting in a debugger Cold-
Plugging procedure.

4. The debugger generates a clock signal on the SWCLK pin, the Debug Access Port (DAP) receives
a clock.

5. The CPU remains in Reset due to the Cold-Plugging procedure; meanwhile, the rest of the system
is released.

6. A Chip-Erase is issued to ensure that the Flash is fully erased prior to programming.
7. The debugger then configures the NVIC to catch the Cortex-M4 core reset vector fetch. For more

information on how to program the NVIC, refer to the ARMv7-M Architecture Reference Manual.
8. Release the "CPU reset extension" phase by writing a '1' to the Status A register CPU Reset Phase

Extension bit (STATUSA.CRSTEXT).
9. Programming is available through the AHB-AP.
10. After the operation is completed, the chip can be restarted either by asserting RESET or toggling

power. Make sure that the SWCLK pin is high when releasing RESET to prevent extending the
CPU reset.

Related Links
Electrical Characteristics 85°C (SAM C20/C21 E/G/J)
NVMCTRL – Non-Volatile Memory Controller
Security Bit

13.9 Intellectual Property Protection
Intellectual property protection consists of restricting access to internal memories from external tools
when the device is protected, and this is accomplished by setting the NVMCTRL security bit. This
protected state can be removed by issuing a Chip-Erase (refer to Chip Erase). When the device is
protected, read/write accesses using the AHB-AP are limited to the DSU address range and DSU
commands are restricted. When issuing a Chip-Erase, sensitive information is erased from volatile
memory and Flash.

The DSU implements a security filter that monitors the AHB transactions inside the DAP. If the device is
protected, then AHB-AP read/write accesses outside the DSU external address range are discarded,
causing an error response that sets the ARM AHB-AP sticky error bits (refer to the ARM Debug Interface
v5 Architecture Specification on http://www.arm.com).
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Bit 31 30 29 28 27 26 25 24  
          

Access  
Reset  

Bit 23 22 21 20 19 18 17 16  
          

Access  
Reset  

Bit 15 14 13 12 11 10 9 8  
          

Access  
Reset  

Bit 7 6 5 4 3 2 1 0  
 FKBC[3:0] JEPCC[3:0]  

Access R R R R R R R R  
Reset 0 0 0 0 0 0 0 0  

Bits 7:4 – FKBC[3:0]: 4KB Count
These bits will always return zero when read, indicating that this debug component occupies one 4KB
block.

Bits 3:0 – JEPCC[3:0]: JEP-106 Continuation Code
These bits will always return zero when read.

13.13.15 Peripheral Identification 0

Name:  PID0
Offset:  0x1FE0
Reset:  0x00000000
Property:
 

-
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16.5.3 Clocks
The GCLK bus clock (CLK_GCLK_APB) can be enabled and disabled in the Main Clock Controller.

Related Links
Peripheral Clock Masking
OSC32KCTRL – 32KHz Oscillators Controller

16.5.4 DMA
Not applicable.

16.5.5 Interrupts
Not applicable.

16.5.6 Events
Not applicable.

16.5.7 Debug Operation
When the CPU is halted in debug mode the GCLK continues normal operation. If the GCLK is configured
in a way that requires it to be periodically serviced by the CPU through interrupts or similar, improper
operation or data loss may result during debugging.

16.5.8 Register Access Protection
All registers with write-access can be optionally write-protected by the Peripheral Access Controller
(PAC).

Note:  Optional write-protection is indicated by the "PAC Write-Protection" property in the register
description.

When the CPU is halted in debug mode, all write-protection is automatically disabled. Write-protection
does not apply for accesses through an external debugger.

Related Links
PAC - Peripheral Access Controller

16.5.9 Analog Connections
Not applicable.

16.6 Functional Description

16.6.1 Principle of Operation
The GCLK module is comprised of nine Generic Clock Generators (Generators) sourcing up to 64
Peripheral Channels and the Main Clock signal GCLK_MAIN.

A clock source selected as input to a Generator can either be used directly, or it can be prescaled in the
Generator. A generator output is used by one or more Peripheral Channels to provide a peripheral
generic clock signal (GCLK_PERIPH) to the peripherals.

16.6.2 Basic Operation

16.6.2.1 Initialization
Before a Generator is enabled, the corresponding clock source should be enabled. The Peripheral clock
must be configured as outlined by the following steps:
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18.5.1 I/O Lines
Not applicable.

18.5.2 Power Management
The Reset Controller module is always on.

18.5.3 Clocks
The RSTC bus clock (CLK_RSTC_APB) can be enabled and disabled in the Main Clock Controller.

Related Links
MCLK – Main Clock
Peripheral Clock Masking

18.5.4 DMA
Not applicable.

18.5.5 Interrupts
Not applicable.

18.5.6 Events
Not applicable.

18.5.7 Debug Operation
When the CPU is halted in debug mode, the RSTC continues normal operation.

18.5.8 Register Access Protection
All registers with write-access can be optionally write-protected by the Peripheral Access Controller
(PAC).

Note:  Optional write-protection is indicated by the "PAC Write-Protection" property in the register
description.

When the CPU is halted in debug mode, all write-protection is automatically disabled. Write-protection
does not apply for accesses through an external debugger.

18.5.9 Analog Connections
Not applicable.

18.6 Functional Description

18.6.1 Principle of Operation
The Reset Controller collects the various Reset sources and generates Reset for the device.

18.6.2 Basic Operation

18.6.2.1 Initialization
After a power-on Reset, the RSTC is enabled and the Reset Cause (RCAUSE) register indicates the
POR source.

18.6.2.2 Enabling, Disabling, and Resetting
The RSTC module is always enabled.
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23.6.2.4 Normal Mode
In Normal mode operation, the length of a time-out period is configured in CONFIG.PER. The WDT is
enabled by writing a '1' to the Enable bit in the Control A register (CTRLA.ENABLE). Once enabled, the
WDT will issue a system reset if a time-out occurs. This can be prevented by clearing the WDT at any
time during the time-out period.

The WDT is cleared and a new WDT time-out period is started by writing 0xA5 to the Clear register
(CLEAR). Writing any other value than 0xA5 to CLEAR will issue an immediate system reset.

There are 12 possible WDT time-out (TOWDT) periods, selectable from 8ms to 16s.

By default, the early warning interrupt is disabled. If it is desired, the Early Warning Interrupt Enable bit in
the Interrupt Enable register (INTENSET.EW) must be written to '1'. The Early Warning Interrupt is
disabled again by writing a '1' to the Early Warning Interrupt bit in the Interrupt Enable Clear register
(INTENCLR.EW).

If the Early Warning Interrupt is enabled, an interrupt is generated prior to a WDT time-out condition. In
Normal mode, the Early Warning Offset bits in the Early Warning Interrupt Control register,
EWCTRL.EWOFFSET, define the time when the early warning interrupt occurs. The Normal mode
operation is illustrated in the figure Normal-Mode Operation.

Figure 23-2. Normal-Mode Operation

5 10 15 20 25 30 35

WDT Timeout

Early Warning Interrupt

Timely WDT Clear

t[ms]

TOWDT

System Reset

WDT Count

PER[3:0] = 1

EWOFFSET[3:0] = 0

23.6.2.5 Window Mode
In Window mode operation, the WDT uses two different time specifications: the WDT can only be cleared
by writing 0xA5 to the CLEAR register after the closed window time-out period (TOWDTW), during the
subsequent Normal time-out period (TOWDT). If the WDT is cleared before the time window opens (before
TOWDTW is over), the WDT will issue a system reset.

Both parameters TOWDTW and TOWDT are periods in a range from 8ms to 16s, so the total duration of the
WDT time-out period is the sum of the two parameters.

The closed window period is defined by the Window Period bits in the Configuration register
(CONFIG.WINDOW), and the open window period is defined by the Period bits in the Configuration
register (CONFIG.PER).

By default, the Early Warning interrupt is disabled. If it is desired, the Early Warning Interrupt Enable bit in
the Interrupt Enable register (INTENSET.EW) must be written to '1'. The Early Warning Interrupt is
disabled again by writing a '1' to the Early Warning Interrupt bit in the Interrupt Enable Clear
(INTENCLR.EW) register.

If the Early Warning interrupt is enabled in Window mode, the interrupt is generated at the start of the
open window period, i.e. after TOWDTW. The Window mode operation is illustrated in figure Window-Mode
Operation.
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of CLK_WDT_OSC clocks before the interrupt is generated, relative to the start of the watchdog time-out
period.

The user must take caution when programming the Early Warning Offset bits. If these bits define an Early
Warning interrupt generation time greater than the watchdog time-out period, the watchdog time-out
system reset is generated prior to the Early Warning interrupt. Consequently, the Early Warning interrupt
will never be generated.

In window mode, the Early Warning interrupt is generated at the start of the open window period. In a
typical application where the system is in sleep mode, the Early Warning interrupt can be used to wake
up and clear the Watchdog Timer, after which the system can perform other tasks or return to sleep
mode.

If the WDT is operating in Normal mode with CONFIG.PER = 0x2 and
EWCTRL.EWOFFSET = 0x1, the Early Warning interrupt is generated 16
CLK_WDT_OSC clock cycles after the start of the time-out period. The time-out system
reset is generated 32 CLK_WDT_OSC clock cycles after the start of the watchdog time-
out period.
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Bit 15 14 13 12 11 10 9 8  
 OVF       ALARM0  

Access R/W R/W  
Reset 0 0  

Bit 7 6 5 4 3 2 1 0  
 PERn PERn PERn PERn PERn PERn PERn PERn  

Access R/W R/W R/W R/W R/W R/W R/W R/W  
Reset 0 0 0 0 0 0 0 0  

Bit 15 – OVF: Overflow
This flag is cleared by writing a '1' to the flag.

This flag is set on the next CLK_RTC_CNT cycle after an overflow condition occurs, and an interrupt
request will be generated if INTENCLR/SET.OVF is '1'.

Writing a '0' to this bit has no effect.

Writing a '1' to this bit clears the Overflow interrupt flag.

Bit 8 – ALARM0: Alarm 0
This flag is cleared by writing a '1' to the flag.

This flag is set on the next CLK_RTC_CNT cycle after a match with the compare condition, and an
interrupt request will be generated if INTENCLR/SET.ALARM0 is one.

Writing a '0' to this bit has no effect.

Writing a '1' to this bit clears the Alarm 0 interrupt flag.

Bits 7:0 – PERn: Periodic Interval n [n = 7..0]
This flag is cleared by writing a '1' to the flag.

This flag is set on the 0-to-1 transition of prescaler bit [n+2], and an interrupt request will be generated if
INTENCLR/SET.PERx is '1'.

Writing a '0' to this bit has no effect.

Writing a '1' to this bit clears the Periodic Interval n interrupt flag.

24.12.6 Debug Control

Name:  DBGCTRL
Offset:  0x0E
Reset:  0x00
Property:
 

PAC Write-Protection

Bit 7 6 5 4 3 2 1 0  
        DBGRUN  

Access R/W  
Reset 0  

Bit 0 – DBGRUN: Debug Run
This bit is not reset by a software reset.
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Offset Name Bit Pos.         

0x30

ACTIVE

7:0     LVLEXx LVLEXx LVLEXx LVLEXx

0x31 15:8 ABUSY   ID[4:0]

0x32 23:16 BTCNT[7:0]

0x33 31:24 BTCNT[15:8]

0x34

BASEADDR

7:0         

0x35 15:8         

0x36 23:16         

0x37 31:24         

0x38

WRBADDR

7:0         

0x39 15:8         

0x3A 23:16         

0x3B 31:24         

0x3C

...

0x3E

Reserved          

0x3F CHID 7:0     ID[3:0]

0x40 CHCTRLA 7:0 RUNSTDBY ENABLE SWRST

0x41

...

0x43

Reserved          

0x44

CHCTRLB

7:0  LVL[1:0] EVOE EVIE EVACT[2:0]

0x45 15:8   TRIGSRC[5:0]

0x46 23:16 TRIGACT[1:0]       

0x47 31:24       CMD[1:0]

0x48

...

0x4B

Reserved          

0x4C CHINTENCLR 7:0      SUSP TCMPL TERR

0x4D CHINTENSET 7:0      SUSP TCMPL TERR

0x4E CHINTFLAG 7:0      SUSP TCMPL TERR

0x4F CHSTATUS 7:0      FERR BUSY PEND

25.8 Register Description
Registers can be 8, 16, or 32 bits wide. Atomic 8-, 16- and 32-bit accesses are supported. In addition, the
8-bit quarters and 16-bit halves of a 32-bit register, and the 8-bit halves of a 16-bit register can be
accessed directly.

Some registers are optionally write-protected by the Peripheral Access Controller (PAC). Optional PAC
write-protection is denoted by the "PAC Write-Protection" property in each individual register description.
For details, refer to Register Access Protection.

Some registers are enable-protected, meaning they can only be written when the peripheral is disabled.
Enable-protection is denoted by the "Enable-Protected" property in each individual register description.

25.8.1 Control
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Bit 31 30 29 28 27 26 25 24  
 EXTINTEO[31:24]  

Access R/W R/W R/W R/W R/W R/W R/W R/W  
Reset 0 0 0 0 0 0 0 0  

Bit 23 22 21 20 19 18 17 16  
 EXTINTEO[23:16]  

Access R/W R/W R/W R/W R/W R/W R/W R/W  
Reset 0 0 0 0 0 0 0 0  

Bit 15 14 13 12 11 10 9 8  
 EXTINTEO[15:8]  

Access R/W R/W R/W R/W R/W R/W R/W R/W  
Reset 0 0 0 0 0 0 0 0  

Bit 7 6 5 4 3 2 1 0  
 EXTINTEO[7:0]  

Access R/W R/W R/W R/W R/W R/W R/W R/W  
Reset 0 0 0 0 0 0 0 0  

Bits 31:0 – EXTINTEO[31:0]: External Interrupt Event Output Enable
The bit x of EXTINTEO enables the event associated with the EXTINTx pin.

Value Description
0 Event from pin EXTINTx is disabled.
1 Event from pin EXTINTx is enabled and will be generated when EXTINTx pin matches the

external interrupt sensing configuration.

26.8.6 Interrupt Enable Clear

This register allows the user to disable an interrupt without doing a read-modify-write operation. Changes
in this register will also be reflected in the Interrupt Enable Set register (INTENSET).

Name:  INTENCLR
Offset:  0x0C
Reset:  0x00000000
Property:
 

PAC Write-Protection
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Bit 31 30 29 28 27 26 25 24  
 OUT[31:24]  

Access RW RW RW RW RW RW RW RW  
Reset 0 0 0 0 0 0 0 0  

Bit 23 22 21 20 19 18 17 16  
 OUT[23:16]  

Access RW RW RW RW RW RW RW RW  
Reset 0 0 0 0 0 0 0 0  

Bit 15 14 13 12 11 10 9 8  
 OUT[15:8]  

Access RW RW RW RW RW RW RW RW  
Reset 0 0 0 0 0 0 0 0  

Bit 7 6 5 4 3 2 1 0  
 OUT[7:0]  

Access RW RW RW RW RW RW RW RW  
Reset 0 0 0 0 0 0 0 0  

Bits 31:0 – OUT[31:0]: PORT Data Output Value
For pins configured as outputs via the Data Direction register (DIR), these bits set the logical output drive
level.

For pins configured as inputs via the Data Direction register (DIR) and with pull enabled via the Pull
Enable bit in the Pin Configuration register (PINCFG.PULLEN), these bits will set the input pull direction.

Value Description
0 The I/O pin output is driven low, or the input is connected to an internal pull-down.
1 The I/O pin output is driven high, or the input is connected to an internal pull-up.

28.9.6 Data Output Value Clear

This register allows the user to set one or more output I/O pin drive levels low, without doing a read-
modify-write operation. Changes in this register will also be reflected in the Data Output Value (OUT),
Data Output Value Toggle (OUTTGL) and Data Output Value Set (OUTSET) registers.

Tip:  The I/O pins are assembled in pin groups (”PORT groups”) with up to 32 pins. Group 0
consists of the PA pins, group 1 is for the PB pins, etc. Each pin group has its own PORT
registers. For example, the register address offset for the Data Direction (DIR) register for group
0 (PA00 to PA31) is 0x00, and the register address offset for the DIR register for group 1 (PB00
to PB31) is 0x80.

Name:  OUTCLR
Offset:  0x14
Reset:  0x00000000
Property:
 

PAC Write-Protection
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• Address register (ADDR)

Optional write-protection by the Peripheral Access Controller (PAC) is denoted by the "PAC Write-
Protection" property in each individual register description.

PAC write-protection does not apply to accesses through an external debugger.

Related Links
PAC - Peripheral Access Controller

30.5.9 Analog Connections
Not applicable.

30.6 Functional Description

30.6.1 Principle of Operation
The basic structure of the SERCOM serial engine is shown in Figure 30-2. Labels in capital letters are
synchronous to the system clock and accessible by the CPU; labels in lowercase letters can be
configured to run on the GCLK_SERCOMx_CORE clock or an external clock.

Figure 30-2. SERCOM Serial Engine

  

 

  

 

 

   

 Transmitter

Baud Rate Generator

= =

Selectable
Internal Clk

(GCLK)

Ext Clk

Receiver

Address Match

baud rate generator

tx shift register

rx shift register

rx bufferstatus

BAUD TX DATA ADDR/ADDRMASK

RX DATASTATUS

1/- /2- /16

The transmitter consists of a single write buffer and a shift register.

The receiver consists of a two-level receive buffer and a shift register.

The baud-rate generator is capable of running on the GCLK_SERCOMx_CORE clock or an external
clock.

Address matching logic is included for SPI and I2C operation.

30.6.2 Basic Operation

30.6.2.1 Initialization
The SERCOM must be configured to the desired mode by writing the Operating Mode bits in the Control
A register (CTRLA.MODE). Refer to table SERCOM Modes for details.
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Offset Name Bit Pos.         

0x86 23:16 LSS[7:0]

0x87 31:24         

0x88

XIDFC

7:0 FLESA[7:0]

0x89 15:8 FLESA[15:8]

0x8A 23:16  LSE[6:0]

0x8B 31:24         

0x8C

...

0x8F

Reserved          

0x90

XIDAM

7:0 EIDM[7:0]

0x91 15:8 EIDM[15:8]

0x92 23:16 EIDM[23:16]

0x93 31:24    EIDM[28:24]

0x94

HPMS

7:0 MSI[1:0] BIDX[5:0]

0x95 15:8 FLST FIDX[6:0]

0x96 23:16         

0x97 31:24         

0x98

NDAT1

7:0 NDn NDn NDn NDn NDn NDn NDn NDn

0x99 15:8 NDn NDn NDn NDn NDn NDn NDn NDn

0x9A 23:16 NDn NDn NDn NDn NDn NDn NDn NDn

0x9B 31:24 NDn NDn NDn NDn NDn NDn NDn NDn

0x9C

NDAT2

7:0 NDn NDn NDn NDn NDn NDn NDn NDn

0x9D 15:8 NDn NDn NDn NDn NDn NDn NDn NDn

0x9E 23:16 NDn NDn NDn NDn NDn NDn NDn NDn

0x9F 31:24 NDn NDn NDn NDn NDn NDn NDn NDn

0xA0

RXF0C

7:0 F0SA[7:0]

0xA1 15:8 F0SA[15:8]

0xA2 23:16  F0S[6:0]

0xA3 31:24 F0OM F0WM[6:0]

0xA4

RXF0S

7:0  F0FL[6:0]

0xA5 15:8   F0GI[5:0]

0xA6 23:16   F0PI[5:0]

0xA7 31:24       RF0L F0F

0xA8

RXF0A

7:0   F0AI[5:0]

0xA9 15:8         

0xAA 23:16         

0xAB 31:24         

0xAC

RXBC

7:0 RBSA[7:0]

0xAD 15:8 RBSA[15:8]

0xAE 23:16         

0xAF 31:24         

0xB0

RXF1C

7:0 F1SA[7:0]

0xB1 15:8 F1SA[15:8]

0xB2 23:16  F1S[6:0]

0xB3 31:24 F1OM F1WM[6:0]

0xB4
RXF1S

7:0  F1FL[6:0]

0xB5 15:8   F1GI[5:0]
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Bit 31 30 29 28 27 26 25 24  
          

Access  
Reset  

Bit 23 22 21 20 19 18 17 16  
          

Access  
Reset  

Bit 15 14 13 12 11 10 9 8  
  TSC[14:8]  

Access R R R R R R R  
Reset 0 0 0 0 0 0 0  

Bit 7 6 5 4 3 2 1 0  
 TSC[7:0]  

Access R R R R R R R R  
Reset 0 0 0 0 0 0 0 0  

Bits 14:0 – TSC[14:0]: Timestamp Counter
The internal Timestamp Counter value is captured on start of frame (both Rx and Tx). When TSCC.TSS =
0x1, the Timestamp Counter is incremented in multiples of CAN bit times [1...16] depending on the
configuration of TSCC.TCP. A wrap around sets interrupt flag IR.TSW.

34.8.11 Timeout Counter Configuration

This register is write-restricted and only writable if bit fields CCCR.CCE = 1 and CCCR.INIT = 1.

Name:  TOCC
Offset:  0x28 [ID-0000a4bb]
Reset:  0xFFFF0000
Property:
 

Write-restricted
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Value Description
0 Tx FIFO operation.
1 Tx Queue operation.

Bits 29:24 – TFQS[5:0]: Transmit FIFO/Queue Size

Value Description
0 No Tx FIFO/Queue.
1 - 32 Number of Tx Buffers used for Tx FIFO/Queue.
>32 Values greater than 32 are interpreted as 32.

Bits 21:16 – NDTB[5:0]: Number of Dedicated Transmit Buffers

Value Description
0 No Tx FIFO/Queue.
1 - 32 Number of Tx Buffers used for Tx FIFO/Queue.
>32 Values greater than 32 are interpreted as 32.

Bits 15:0 – TBSA[15:0]: Tx Buffers Start Address
Start address of Tx Buffers section in Message RAM. When the CAN module addresses the Message
RAM it addresses 32-bit words, not single bytes. The configurable start addresses are 32-bit word
addresses, i.e. only bits 15 to 2 are evaluated, the two least significant bits are ignored. Bits 1 to 0 will
always be read back as “00”.

34.8.36 Tx FIFO/Queue Status

Note:  In case of mixed configurations where dedicated Tx Buffers are combined with a Tx FIFO or a Tx
Queue, the Put and Get Indexes indicate the number of the Tx Buffer starting with the first dedicated Tx
Buffers. Example: For a configuration of 12 dedicated Tx Buffers and a Tx FIFO of 20 Buffers a Put Index
of 15 points to the fourth buffer of the Tx FIFO.

Name:  TXFQS
Offset:  0xC4 [ID-0000a4bb]
Reset:  0x00000000
Property:
 

Read-only
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All enabled filter elements are used for acceptance filtering of standard frames. Acceptance filtering
stops at the first matching enabled filter element or when the end of the filter list is reached. If
SFEC = “100”, “101”, or “110” a match sets interrupt flag IR.HPM and, if enabled, an interrupt is
generated. In this case register HPMS is updated with the status of the priority match.

Table 34-14. Standard Filter Element Configuration

Value Name Description

0x0 DISABLE Disable filter element

0x1 STF0M Store in Rx FIFO 0 if filter matches

0x2 STF1M Store in Rx FIFO 1 if filter matches

0x3 REJECT Reject ID if filter matches

0x4 PRIORITY Set priority if filter matches.

0x5 PRIF0M Set priority and store in FIFO 0 if filter matches.

0x6 PRIF1M Set priority and store in FIFO 1 if filter matches.

0x7 STRXBUF Store into Rx Buffer or as debug message, configuration of SFT[1:0] ignored.

• Bits 26:16 - SFID1[10:0]: Standard Filter ID 1

First ID of standard ID filter element.

When filtering for Rx Buffers or for debug messages this field defines the ID of a standard mesage
to be stored. The received identifiers must match exactly, no masking mechanism is used.

• Bits 15:11 - Reserved
• Bits 10:0 - SFID2[10:0]: Standard Filter ID 2

This bit field has a different meaning depending on the configuration of SFEC.

5.1. SFEC = “001” ... “110”: Second ID of standard ID filter element.
5.2. SFEC = “111”: Filter for Rx Buffers or for debug messages.

SFID2[10:9] decides whether the received message is stored into an Rx Buffer or treated as
message A, B, or C of the debug message sequence.
00 = Store message into an Rx Buffer
01 = Debug Message A
10 = Debug Message B
11 = Debug Message C

SFID2[8:6] is used to control the filter event pins at the Extension Interface. A ‘1’ at the respective
bit position enables generation of a pulse at the related filter event pin with the duration of one
CLK_CAN_APB period in case the filter matches.

SFID2[5:0] defines the offset to the Rx Buffer Start Address RXBC.RBSA for storage of a matching
message.

34.9.6 Extended Message ID Filter Element
Up to 64 filter elements can be configured for 29-bit extended IDs. When accessing an Extended
Message ID Filter element, its address is the Filter List Extended Start Address XIDFC.FLESA plus two
times the index of the filter element (0…63).
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Figure 35-15. Time-Stamp
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35.6.3.3 Minimum Capture
The minimum capture is enabled by writing the CAPTMIN mode in the Channel n Capture Mode bits in
the Control A register (CTRLA.CAPTMODEn = CAPTMIN).

CCx Content:

In CAPTMIN operations, CCx keeps the Minimum captured values. Before enabling this mode of capture,
the user must initialize the corresponding CCx register value to a value different from zero. If the CCx
register initial value is zero, no captures will be performed using the corresponding channel.

MCx Behaviour:

In CAPTMIN operation, capture is performed only when on capture event time, the counter value is lower
than the last captured value. The MCx interrupt flag is set only when on capture event time, the counter
value is upper or equal to the value captured on the previous event. So interrupt flag is set when a new
absolute local Minimum value has been detected.

35.6.3.4 Maximum Capture
The maximum capture is enabled by writing the CAPTMAX mode in the Channel n Capture Mode bits in
the Control A register (CTRLA.CAPTMODEn = CAPTMAX).

CCx Content:

In CAPTMAX operations, CCx keeps the Maximum captured values. Before enabling this mode of
capture, the user must initialize the corresponding CCx register value to a value different from TOP. If the
CCx register initial value is TOP, no captures will be performed using the corresponding channel.

MCx Behaviour:

In CAPTMAX operation, capture is performed only when on capture event time, the counter value is
upper than the last captured value. The MCx interrupt flag is set only when on capture event time, the
counter value is lower or equal to the value captured on the previous event. So interrupt flag is set when
a new absolute local Maximum value has been detected.
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Name:  INTENSET
Offset:  0x09
Reset:  0x00
Property:
 

PAC Write-Protection

Bit 7 6 5 4 3 2 1 0  
    MCx   ERR OVF  

Access R/W R/W R/W  
Reset 0 0 0  

Bit 4 – MCx: Match or Capture Channel x Interrupt Enable
Writing a '0' to these bits has no effect.

Writing a '1' to MCx will set the corresponding Match or Capture Channel x Interrupt Enable bit, which
enables the Match or Capture Channel x interrupt.

Value Description
0 The Match or Capture Channel x interrupt is disabled.
1 The Match or Capture Channel x interrupt is enabled.

Bit 1 – ERR: Error Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will set the Error Interrupt Enable bit, which enables the Error interrupt.

Value Description
0 The Error interrupt is disabled.
1 The Error interrupt is enabled.

Bit 0 – OVF: Overflow Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will set the Overflow Interrupt Enable bit, which enables the Overflow interrupt
request.

Value Description
0 The Overflow interrupt is disabled.
1 The Overflow interrupt is enabled.

35.7.3.7 Interrupt Flag Status and Clear

Name:  INTFLAG
Offset:  0x0A
Reset:  0x00
Property:
 

-
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Related Links
PM – Power Manager

37.5.3 Clocks
The CCL bus clock (CLK_CCL_APB) can be enabled and disabled in the power manager, and the default
state of CLK_CCL_APB can be found in the Peripheral Clock Masking.

A generic clock (GCLK_CCL) is optionally required to clock the CCL. This clock must be configured and
enabled in the Generic Clock Controller (GCLK) before using input events, filter, edge detection or
sequential logic. GCLK_CCL is required when input events, a filter, an edge detector, or a sequential sub-
module is enabled. Refer to GCLK - Generic Clock Controller for details.

This generic clock is asynchronous to the user interface clock (CLK_CCL_APB).

Related Links
Peripheral Clock Masking
GCLK - Generic Clock Controller

37.5.4 DMA
Not applicable.

37.5.5 Interrupts
Not applicable.

37.5.6 Events
The events are connected to the Event System. Refer to EVSYS – Event System for details on how to
configure the Event System.

Related Links
EVSYS – Event System

37.5.7 Debug Operation
When the CPU is halted in debug mode the CCL continues normal operation. If the CCL is configured in
a way that requires it to be periodically serviced by the CPU, improper operation or data loss may result
during debugging.

37.5.8 Register Access Protection
All registers with write-access can be write-protected optionally by the peripheral access controller (PAC).
Refer to PAC - Peripheral Access Controller for details.

Optional write-protection by the Peripheral Access Controller (PAC) is denoted by the "PAC Write-
Protection" property in each individual register description.

PAC write-protection does not apply to accesses through an external debugger.

Related Links
PAC - Peripheral Access Controller

37.5.9 Analog Connections
Not applicable.
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Table 48-12. Package Characteristics

Moisture Sensitivity Level MSL1

Table 48-13. Package Reference

JEDEC Drawing Reference N/A

JESD97 Classification e1

48.2.5 48 pin TQFP
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