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What is "Embedded - Microcontrollers"?

"Embedded - Microcontrollers" refer to small, integrated
circuits designed to perform specific tasks within larger
systems. These microcontrollers are essentially compact
computers on a single chip, containing a processor core,
memory, and programmable input/output peripherals.
They are called "embedded" because they are embedded
within electronic devices to control various functions,
rather than serving as standalone computers.
Microcontrollers are crucial in modern electronics,
providing the intelligence and control needed for a wide
range of applications.

Applications of "Embedded -
Microcontrollers"

Embedded microcontrollers are used in virtually every
sector of electronics, providing the necessary control and
processing power for a multitude of applications. In
consumer electronics, they manage the operations of
smartphones, home appliances, and wearable devices. In
automotive systems, microcontrollers control engine
functions, safety features, and infotainment systems.
Industrial applications rely on microcontrollers for
automation, robotics, and process control. Additionally,
microcontrollers are integral in medical devices, handling
functions such as monitoring, diagnostics, and control of
therapeutic equipment. Their versatility and
programmability make them essential components in
creating efficient, responsive, and intelligent electronic
systems.

Common Subcategories of "Embedded -
Microcontrollers"

Embedded microcontrollers can be categorized based on
their architecture, performance, and application focus.
Common subcategories include 8-bit, 16-bit, and 32-bit
microcontrollers, differentiated by their processing power
and memory capacity. 8-bit microcontrollers are typically
used in simple applications like basic control systems and
small devices. 16-bit microcontrollers offer a balance
between performance and complexity, suitable for
medium-scale applications like industrial automation. 32-
bit microcontrollers provide high performance and are
used in complex applications requiring advanced
processing, such as automotive systems and sophisticated
consumer electronics. Each subcategory serves a specific
range of applications, providing tailored solutions for
different performance and complexity needs.

Types of "Embedded - Microcontrollers"

There are various types of embedded microcontrollers,
each designed to meet specific application requirements.
General-purpose microcontrollers are versatile and used in
a wide range of applications, offering a balance of
performance, memory, and peripheral options. Special-
purpose microcontrollers are tailored for specific tasks,
such as automotive controllers, which include features like
built-in motor control peripherals and automotive-grade
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Features Cortex-M23 Configurable
Options

SAM L10 Implementation SAM L11 Implementation

Cross Trigger Interface (CTI) Present or absent Absent Absent

Micro Trace Buffer (MTB) Present or absent Absent Absent

Embedded Trace Macrocell (ETM) Present or absent Absent Absent

JTAGnSW debug protocol Selects between JTAG or Serial-
Wire interfaces for the DAP

Serial-Wire Serial-Wire

Multi-drop for Serial Wire Present or absent Absent Absent

Note: 
1. Refer to Table 11-3 for more information.

For more details, refer to the ARM Cortex-M23 Processor Technical Reference Manual (http://
www.arm.com).

11.1.2 Cortex-M23 Core Peripherals
The processor has the following core peripheral:

• System Timer (SysTick)
– The System Timer is a 24-bit timer clocked by the core frequency.

Important:  On SAM L11 devices, there are two System timers, one for Secure
state and one for Non-secure state.

• Nested Vectored Interrupt Controller (NVIC)
– The NVIC is an embedded interrupt controller that supports low latency interrupt processing.

Important:  On SAM L11 devices, there are two Vector tables: the Secure Vector
table and the Non-Secure Vector table.

• System Control Block (SCB)
– The System Control Block (SCB) provides system implementation information and system

control that includes configuration, control, and reporting of system exceptions
• Memory Protection Unit (MPU)

– The MPU improves system reliability by defining the memory attributes for different memory
regions.

Important:  On SAM L11 devices, there are two MPUs: one for the Secure state
and one for the Non-secure state. Each MPU can define memory access
permissions and attributes independently.

• Security Attribution Unit (SAU)
– The SAU improves system security by defining security attributes for different regions.

 SAM L10/L11 Family
Processor and Architecture
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Memory Region IDAU Region Number for TTx Instructions (IREGION bits)

IOBUS 0x00 (invalid)

Others (Reserved, Undefined...) 0x00 (invalid)

13.2.8 Mix-Secure Peripherals
There are five Mix-Secure peripherals that allow internal resources to be shared between the Secure and
Non-Secure applications:

• The PAC controller which manages peripherals security attribution (Secure or Non-Secure).
• The Flash memory controller (NVMCTRL) which supports Secure and Non-Secure Flash regions

programming.
• The I/O controller (PORT) which allows to individually allocate each I/O to the Secure or Non-

Secure applications.
• The External Interrupt Controller (EIC) which allows to individually assign each external interrupt to

the Secure or Non-Secure applications.
• The Event System (EVSYS) allows to individually assign each event channel to the Secure or Non-

Secure applications.

When a Mix-Secure peripheral is configured as Secure in the PAC, its register map is automatically
duplicated in a Secure and Non-Secure alias:

• The Non-Secure alias is at the peripheral base address.
• The Secure alias is located at the peripheral base address:

– + 0x200 offset for the PAC, EIC, PORT and EVSYS peripherals

Non-Secure
Alias

Secure
Alias

Registers 
Table

Mix-Secure Peripheral
(Not PAC Secured)

Base Address Base Address

Base Address + 0x200 

Mix-Secure Peripheral
(PAC Secured)

PAC, PORT, EIC and EVSYS Cases

– + 0x1000 offset for the NVMCTRL peripheral.

 SAM L10/L11 Family
SAM L11 Security Features
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• 0x0: debugger can only access the DSU external address space making it possible to communicate
with the Boot ROM after reset.

A typical programming procedure when DAL=0x2 is as follows:
1. At power up, RESET is driven low by a debugger. The on-chip regulator holds the system in a POR

state until the input supply is above the POR threshold. The system continues to be held in this
static state until the internally regulated supplies have reached a safe operating state.

2. The Power Manager (PM) starts, clocks are switched to the slow clock (Core Clock, System Clock,
Flash Clock and any Bus Clocks that do not have clock gate control). Internal resets are maintained
due to the external reset.

3. The debugger maintains a low level on SWCLK. RESET is released, resulting in a debugger Cold-
Plugging procedure.

4. The debugger generates a clock signal on the SWCLK pin, the Debug Access Port (DAP) receives
a clock.

5. The CPU executes the Boot ROM.
6. It is recommended to issue a Chip-Erase (supported by the Boot ROM) to ensure that the Flash is

fully erased prior to programming.
7. If the operation issued above was accepted and has completed successfully then DAL equals 0x2

thus programming is available through the AHB-AP.
8. After the operation is completed, the chip can be restarted either by asserting RESET, toggling

power, or sending a command to the Boot ROM to jump to the NVM code. Make sure that the
SWCLK pin is high when releasing RESET to prevent entering again the cold-plugging procedure
with the Boot ROM stalling the CPU.

Related Links
30.  NVMCTRL – Nonvolatile Memory Controller

16.8 Security Enforcement
Security enforcement aims at protecting intellectual property, which includes:

• Restricts access to internal memories from external tools depending on the debugger access level.
• Restricts access to a portion of the DSU address space from non-secure AHB masters depending

on the debugger access level.

The DAL setting can be locked or reverted using Boot ROM commands depending on the Boot ROM user
configuration. When DAL is equal to 0x0, read/write accesses using the AHB-AP are limited to the DSU
external address range and DSU commands are restricted. When issuing a Boot ROM Chip-Erase,
sensitive information is erased from volatile memory and Flash. Refer to 14.  Boot ROM more information
about the Boot ROM features.

The DSU implements a security filter that monitors the AHB transactions generated by the ARM AHB-AP
inside the DAP. If DAL=0x0, then AHB-AP read/write accesses outside the DSU external address range
are discarded, causing an error response that sets the ARM AHB-AP sticky error bits (refer to the "ARM
Debug Interface v5 Architecture Specification", which is available for download at http://www.arm.com).

For security reasons, DSU features have limitations when used from a debug adapter. To differentiate
external accesses from internal ones, the first 0x100 bytes of the DSU register map have been replicated
at offset 0x100:

• The first 0x100 bytes form the internal address range
• The next 0x1F00 bytes form the external address range

 SAM L10/L11 Family
DSU - Device Service Unit
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22.8.6 Interrupt Flag Status and Clear

Name:  INTFLAG
Offset:  0x06
Reset:  0x00
Property:  –

Bit 7 6 5 4 3 2 1 0  
        PLRDY  

Access R/W  
Reset 0  

Bit 0 – PLRDY Performance Level Ready
This flag is set when the performance level is ready and will generate an interrupt if INTENCLR/
SET.PLRDY is '1'.

Writing a '1' to this bit has no effect.

Writing a '1' to this bit clears the Performance Ready interrupt flag.

 SAM L10/L11 Family
PM – Power Manager
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interrupt flag bit in the Interrupt Flag register (INTFLAG.CLKFAIL) are set. If the CLKFAIL bit in the
Interrupt Enable Set register (INTENSET.CLKFAIL) is set, an interrupt is generated as well. If the Event
Output enable bit in the Event Control register (EVCTRL.CFDEO) is set, an output event is generated,
too.

After a clock failure was issued the monitoring of the XOSC clock is continued, and the Clock Failure
Detector status bit in the Status register (STATUS.CLKFAIL) reflects the current XOSC activity.

Clock Switch
When a clock failure is detected, the XOSC clock is replaced by the safe clock in order to maintain an
active clock during the XOSC clock failure. The safe clock source is the OSC16M oscillator clock. The
safe clock source can be scaled down by a configurable prescaler to ensure that the safe clock frequency
does not exceed the operating conditions selected by the application. When the XOSC clock is switched
to the safe clock, the Clock Switch bit in the Status register (STATUS.CLKSW) is set.

When the CFD has switched to the safe clock, the XOSC is not disabled. If desired, the application must
take the necessary actions to disable the oscillator. The application must also take the necessary actions
to configure the system clocks to continue normal operations.

If the application can recover the XOSC, the application can switch back to the XOSC clock by writing a
'1' to Switch Back Enable bit in the Clock Failure Control register (XOSCCTRL.SWBACK). Once the
XOSC clock is switched back, the Switch Back bit (XOSCCTRL.SWBACK) is cleared by hardware.

Prescaler
The CFD has an internal configurable prescaler to generate the safe clock from the OSC16M oscillator.
The prescaler size allows to scale down the OSC16M oscillator so the safe clock frequency is not higher
than the XOSC clock frequency monitored by the CFD. The division factor is 2^P, with P being the value
of the CFD Prescaler bits in the CFD Prescaler Register (CFDPRESC.CFDPRESC).

Example 23-1. 

For an external crystal oscillator at 0.4 MHz and the OSC16M frequency at 16 MHz, the
CFDPRESC.CFDPRESC value should be set scale down by more than factor 16/0.4=80,
for example 128, for a safe clock of adequate frequency.

Event
If the Event Output Enable bit in the Event Control register (EVCTRL.CFDEO) is set, the CFD clock
failure will be output on the Event Output. When the CFD is switched to the safe clock, the CFD clock
failure will not be output on the Event Output.

Sleep Mode
The CFD is halted depending on configuration of the XOSC and the peripheral clock request. For further
details, refer to the Sleep Behavior table above. The CFD interrupt can be used to wake up the device
from sleep modes.

23.6.4 16MHz Internal Oscillator (OSC16M) Operation
The OSC16M is an internal oscillator operating in open-loop mode and generating 4, 8, 12, or 16MHz
frequency. The OSC16M frequency is selected by writing to the Frequency Select field in the OSC16M
register (OSC16MCTRL.FSEL). OSC16M is enabled by writing '1' to the Oscillator Enable bit in the
OSC16M Control register (OSC16MCTRL.ENABLE), and disabled by writing a '0' to this bit. Frequency
selection must be done when OSC16M is disabled.

 SAM L10/L11 Family
OSCCTRL – Oscillators Controller
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25.8.7 Voltage References System (VREF) Control

Name:  VREF
Offset:  0x1C
Reset:  0x00000000
Property:  PAC Write-Protection

Bit 31 30 29 28 27 26 25 24  
          

Access  
Reset  

Bit 23 22 21 20 19 18 17 16  
     SEL[3:0]  

Access R/W R/W R/W R/W  
Reset 0 0 0 0  

Bit 15 14 13 12 11 10 9 8  
          

Access  
Reset  

Bit 7 6 5 4 3 2 1 0  
 ONDEMAND RUNSTDBY    VREFOE TSEN   

Access R/W R/W R/W R/W  
Reset 0 0 0 0  

Bits 19:16 – SEL[3:0] Voltage Reference Selection
These bits select the Voltage Reference for the ADC/DAC.

Value Name Description
0x0 1V0 1.0V voltage reference typical value
0x1 1V1 1.1V voltage reference typical valueThe 1.1V voltage reference typical value must be

selected for DAC use. Other values are not permitted.
0x2 1V2 1.2V voltage reference typical value
0x3 1V25 1.25V voltage reference typical value
0x4 2V0 2.0V voltage reference typical value
0x5 2V2 2.2V voltage reference typical value
0x6 2V4 2.4V voltage reference typical value
0x7 2V5 2.5V voltage reference typical value
Others Reserved

Bit 7 – ONDEMAND On Demand Control
The On Demand operation mode allows to enable or disable the voltage reference depending on
peripheral requests.

 SAM L10/L11 Family
SUPC – Supply Controller
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28.8.20 Channel Interrupt Enable Clear

Name:  CHINTENCLR
Offset:  0x4C
Reset:  0x00
Property:  PAC Write-Protection

This register allows the user to disable an interrupt without doing a read-modify-write operation. Changes
in this register will also be reflected in the Channel Interrupt Enable Set (CHINTENSET) register.
This register affects the DMA channel that is selected in the Channel ID register (CHID.ID).

Bit 7 6 5 4 3 2 1 0  
      SUSP TCMPL TERR  

Access R/W R/W R/W  
Reset 0 0 0  

Bit 2 – SUSP Channel Suspend Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will clear the Channel Suspend Interrupt Enable bit, which disables the Channel
Suspend interrupt.

Value Description
0 The Channel Suspend interrupt is disabled.
1 The Channel Suspend interrupt is enabled.

Bit 1 – TCMPL Channel Transfer Complete Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will clear the Channel Transfer Complete Interrupt Enable bit, which disables the
Channel Transfer Complete interrupt.

Value Description
0 The Channel Transfer Complete interrupt is disabled. When block action is set to none, the

TCMPL flag will not be set when a block transfer is completed.
1 The Channel Transfer Complete interrupt is enabled.

Bit 0 – TERR Channel Transfer Error Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will clear the Channel Transfer Error Interrupt Enable bit, which disables the
Channel Transfer Error interrupt.

Value Description
0 The Channel Transfer Error interrupt is disabled.
1 The Channel Transfer Error interrupt is enabled.

 SAM L10/L11 Family
DMAC – Direct Memory Access Controller
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Memory Region Secure
Access

Non-
Secure
Access

Limitations

FLASH Application non-
secure

Y Y No if NSULCK.ANS=0

Data FLASH secure Y N No if SULCK.DS=0

Data FLASH non-secure Y Y No if NSULCK.DNS=0

AUX FLASH User Row
(UROW)

Y N No if BOCOR.URWEN=0

AUX FLASH Boot
Configuration (BOCOR)

Y N No if BOCOR.BCWEN=0

The NSULCK SULCK bitfields in the user row define respectively the NSULCK and SULCK register
default value after a reset.

Special care must be taken when sharing the NVMCTRL between the secure and non-secure domains.
When the secure code modifies the NVM it is highly recommended that it disables all write accesses to
the APB non-secure alias and writes to AHB non-secure regions by writing a 0 to NONSEC.WRITE. This
avoids any interference with non-secure modify operations. Note that in this case even a secure
application cannot write the page buffer at a non-secure location since the IDAU changes security
attributions of Non-Secure transactions to Non-Secure regions to Non-Secure.

The NONSEC.WRITE reset value is '1', meaning that it is always possible to program a Non-Secure
FLASH or Data FLASH region after a debugger probe cold-plugging. But if the debugger connects with
the hot-plugging procedure then NONSEC.WRITE must be '1' to let the debugger program Non-Secure
regions otherwise the transaction will cause a hardfault (seen as a DAP fault at DAP level).

For applications that don't require Non-Secure regions programming other than from a secure code, it is
recommended to always disable Non-Secure writes by disabling NONSEC.WRITE. When disabled
secure code needs to enable it to be able to modify Non-Secure regions following this procedure:

• disable interrupts
• write a one to NONSEC.WRITE to allow writes to the non-secure region
• write the page buffer
• write a zero to NONSEC.WRITE
• enable again the interrupts

If the NSCHK interrupt is enabled, a NONSEC.WRITE modification will generate an interrupt so that the
non-secure world is aware of this change. Depending on NSCHK.WRITE INTFLAG.NSCHK will rise upon
a rising or falling NONSEC.WRITE transition. The interrupt can be configured as secure or non-secure in
the NVIC. If secure then a software mechanism can be implemented to call a non-secure NVMCTRL IRQ
handler from the secure world.

The NVMCTRL monitors the Page Buffer write accesses and accepts only writes to non-secure regions
when the transaction is non-secure. Moreover it checks that any write to the page buffer is in the same
page as the previous write when the Page Buffer is not empty. When this check fails, an error is returned
to the bus master that initiated the transaction. This ensures that it is not possible to mix different page
writes into the Page Buffer. Therefore, any Page Buffer write access must at some point be followed by a
manual or automatic Write Page (WP) that automatically clears the page buffer or a Clear Page Buffer
(PBC) command.

 SAM L10/L11 Family
NVMCTRL – Nonvolatile Memory Controller
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30.8.10 Secure Region Unlock Bits

Name:  SULCK
Offset:  0x20
Reset:  x initially determined from NVM User Row after reset
Property:  PAC Write-Protection, Write-Secure

Important:  This register is only available for SAM L11 and has no effect for SAM L10.

Bit 15 14 13 12 11 10 9 8  
 SLKEY[7:0]  

Access W/-/W W/-/W W/-/W W/-/W W/-/W W/-/W W/-/W W/-/W  
Reset 0 0 0 0 0 0 0 0  

Bit 7 6 5 4 3 2 1 0  
      DS AS BS  

Access RW/R/RW RW/R/RW RW/R/RW  
Reset x x x  

Bits 15:8 – SLKEY[7:0] Secure Unlock Key
When this bit group is written to the key value 0xA5, the write will be performed. If a value different from
the key value is tried, the write will be discarded and INTFLAG.KEYE set.

Bit 2 – DS DATA Secure Unlock Bit
Default state after erase will be unlocked (0x1).

Value Description
0 The DS region is locked.
1 The DS region is not locked.

Bit 1 – AS Application Secure Unlock Bit
Default state after erase will be unlocked (0x1).

Value Description
0 The AS region is locked.
1 The AS region is not locked.

Bit 0 – BS BOOT Secure Unlock Bit
Default state after erase will be unlocked (0x1).

Value Description
0 The BS region is locked.
1 The BS region is not locked.

 SAM L10/L11 Family
NVMCTRL – Nonvolatile Memory Controller
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Figure 33-3. Static Priority
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The dynamic arbitration scheme available in the Event System is round-robin. Round-robin arbitration is
enabled by writing PRICTRL.RREN to one. With the round-robin scheme, the channel number of the last
channel being granted access will have the lowest priority the next time the arbiter has to grant access to
a channel, as shown below. The channel number of the last channel being granted access, will be stored
in the Channel Priority Number bit group in the Priority Control register (PRICTRL.PRI).

Figure 33-4. Round-Robin Scheduling
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The Channel Pending Interrupt register (INTPEND) also offers the possibility to indirectly clear the
interrupt flags of a specific channel. Writing a flag to one in this register, will clear the corresponding
interrupt flag of the channel specified by the INTPEND.ID bits.

 SAM L10/L11 Family
EVSYS – Event System
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33.7.10 Channel n Interrupt Enable Set

Name:  CHINTENSET
Offset:  0x25 + n*0x08 [n=0..7]
Reset:  0x00
Property:  PAC Write-Protection, Mix-Secure

Important:  For SAM L11 Non-Secure accesses, read and write accesses (RW*) are allowed
only if the security attribution for the corresponding channel (CHANNELx) is set as Non-
Secured in the NONSECCHAN register.

Bit 7 6 5 4 3 2 1 0  
       EVD OVR  

Access RW/RW*/RW RW/RW*/RW  
Reset 0 0  

Bit 1 – EVD Channel Event Detected Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will set the Event Detected Channel Interrupt Enable bit, which enables the Event
Detected Channel interrupt.

Value Description
0 The Event Detected Channel interrupt is disabled.
1 The Event Detected Channel interrupt is enabled.

Bit 0 – OVR Channel Overrun Interrupt Enable
Writing a '0' to this bit has no effect.

Writing a '1' to this bit will set the Overrun Channel Interrupt Enable bit, which enables the Overrun
Channel interrupt.

Value Description
0 The Overrun Channel interrupt is disabled.
1 The Overrun Channel interrupt is enabled.

 SAM L10/L11 Family
EVSYS – Event System
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When the USART repetition number reaches the programmed value in CTRLC.MAXITER, the
STATUS.ITER bit is set and the internal iteration counter is reset. If the repetition of the character is
acknowledged by the receiver before the maximum iteration is reached, the repetitions are stopped and
the iteration counter is cleared.

Disable Successive Receive NACK
The receiver can limit the number of successive NACKs sent back to the remote transmitter. This is
programmed by setting the Disable Successive NACK bit (CTRLC.DSNACK). The maximum number of
NACKs transmitted is programmed in the CTRLC.MAXITER field. As soon as the maximum is reached,
the character is considered as correct, an acknowledge is sent on the line, the STATUS.ITER bit is set
and the internal iteration counter is reset.

Protocol T=1
When operating in ISO7816 protocol T=1, the transmission is asynchronous (CTRL1.CMODE=0) with
one or two stop bits. After the stop bits are sent, the transmitter does not drive the I/O line.

Parity is generated when transmitting and checked when receiving. Parity error detection sets the
STATUS.PERR bit, and the erroneous character is written to the receive FIFO. When using T=1 protocol,
the receiver does not signal errors on the I/O line and the transmitter does not retransmit.

35.6.3.7 Collision Detection
When the receiver and transmitter are connected either through pin configuration or externally, transmit
collision can be detected after selecting the Collision Detection Enable bit in the CTRLB register
(CTRLB.COLDEN=1). To detect collision, the receiver and transmitter must be enabled (CTRLB.RXEN=1
and CTRLB.TXEN=1).

Collision detection is performed for each bit transmitted by comparing the received value with the transmit
value, as shown in the figure below. While the transmitter is idle (no transmission in progress), characters
can be received on RxD without triggering a collision.

Figure 35-18. Collision Checking
8-bit character, single stop bit

Collision checked

TXD

RXD

The next figure shows the conditions for a collision detection. In this case, the start bit and the first data
bit are received with the same value as transmitted. The second received data bit is found to be different
than the transmitted bit at the detection point, which indicates a collision.

Figure 35-19. Collision Detected
Collision checked and ok

TXD

RXD

Collision detected

Tri-state

TXEN

When a collision is detected, the USART follows this sequence:

 SAM L10/L11 Family
SERCOM USART - SERCOM Synchronous and Asyn...
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Bit 2 – RXC Receive Complete Interrupt Enable
Writing '0' to this bit has no effect.

Writing '1' to this bit will set the Receive Complete Interrupt Enable bit, which enables the Receive
Complete interrupt.

Value Description
0 Receive Complete interrupt is disabled.
1 Receive Complete interrupt is enabled.

Bit 1 – TXC Transmit Complete Interrupt Enable
Writing '0' to this bit has no effect.

Writing '1' to this bit will set the Transmit Complete Interrupt Enable bit, which enables the Transmit
Complete interrupt.

Value Description
0 Transmit Complete interrupt is disabled.
1 Transmit Complete interrupt is enabled.

Bit 0 – DRE Data Register Empty Interrupt Enable
Writing '0' to this bit has no effect.

Writing '1' to this bit will set the Data Register Empty Interrupt Enable bit, which enables the Data Register
Empty interrupt.

Value Description
0 Data Register Empty interrupt is disabled.
1 Data Register Empty interrupt is enabled.

 SAM L10/L11 Family
SERCOM USART - SERCOM Synchronous and Asyn...
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Figure 37-7. SCL Timing
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The following parameters are timed using the SCL low time period TLOW. This comes from the Master
Baud Rate Low bit group in the Baud Rate register (BAUD.BAUDLOW). When BAUD.BAUDLOW=0, or
the Master Baud Rate bit group in the Baud Rate register (BAUD.BAUD) determines it.

• TLOW – Low period of SCL clock
• TSU;STO – Set-up time for stop condition
• TBUF – Bus free time between stop and start conditions
• THD;STA – Hold time (repeated) start condition
• TSU;STA – Set-up time for repeated start condition
• THIGH is timed using the SCL high time count from BAUD.BAUD
• TRISE is determined by the bus impedance; for internal pull-ups.
• TFALL is determined by the open-drain current limit and bus impedance; can typically be regarded

as zero.

The SCL frequency is given by:�SCL = 1�LOW+ �HIGH+ �RISE
When BAUD.BAUDLOW is zero, the BAUD.BAUD value is used to time both SCL high and SCL low. In
this case the following formula will give the SCL frequency:�SCL = �GCLK10 + 2���� + �GCLK ⋅ �RISE
When BAUD.BAUDLOW is non-zero, the following formula determines the SCL frequency:�SCL = �GCLK10 + ���� + �������+ �GCLK ⋅ �RISE
The following formulas can determine the SCL TLOW and THIGH times:�LOW = �������+ 5�GCLK�HIGH = ���� + 5�GCLK

 SAM L10/L11 Family
SERCOM I2C – SERCOM Inter-Integrated Circ...
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38.7.1.2 Control B Clear

Name:  CTRLBCLR
Offset:  0x04
Reset:  0x00
Property:  PAC Write-Protection, Read-Synchronized, Write-Synchronized

This register allows the user to clear bits in the CTRLB register without doing a read-modify-write
operation. Changes in this register will also be reflected in the Control B Set register (CTRLBSET).

Bit 7 6 5 4 3 2 1 0  
 CMD[2:0]   ONESHOT LUPD DIR  

Access R/W R/W R/W R/W R/W R/W  
Reset 0 0 0 0 0 0  

Bits 7:5 – CMD[2:0] Command
These bits are used for software control of the TC. The commands are executed on the next prescaled
GCLK_TC clock cycle. When a command has been executed, the CMD bit group will be read back as
zero.

Writing 0x0 to these bits has no effect.

Writing a '1' to any of these bits will clear the pending command.

Bit 2 – ONESHOT One-Shot on Counter
This bit controls one-shot operation of the TC.

Writing a '0' to this bit has no effect

Writing a '1' to this bit will disable one-shot operation.

Value Description
0 The TC will wrap around and continue counting on an overflow/underflow condition.
1 The TC will wrap around and stop on the next underflow/overflow condition.

Bit 1 – LUPD Lock Update
This bit controls the update operation of the TC buffered registers.

When CTRLB.LUPD is set, no any update of the registers with value of its buffered register is performed
on hardware UPDATE condition. Locking the update ensures that all buffer registers are valid before an
hardware update is performed. After all the buffer registers are loaded correctly, the buffered registers
can be unlocked.

This bit has no effect when input capture operation is enabled.

Writing a '0' to this bit has no effect.

Writing a '1' to this bit will clear the LUPD bit.

Value Description
0 The CCBUFx and PERBUF buffer registers value are copied into CCx and PER registers on

hardware update condition.
1 The CCBUFx and PERBUF buffer registers value are not copied into CCx and PER registers

on hardware update condition.

 SAM L10/L11 Family
TC – Timer/Counter
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38.7.2.1 Control A

Name:  CTRLA
Offset:  0x00
Reset:  0x00000000
Property:  PAC Write-Protection, Write-Synchronized, Enable-Protected

Bit 31 30 29 28 27 26 25 24  
          

Access  
Reset  

Bit 23 22 21 20 19 18 17 16  
   COPEN1 COPEN0   CAPTEN1 CAPTEN0  

Access R/W R/W R/W R/W  
Reset 0 0 0 0  

Bit 15 14 13 12 11 10 9 8  
     ALOCK PRESCALER[2:0]  

Access R/W R/W R/W R/W  
Reset 0 0 0 0  

Bit 7 6 5 4 3 2 1 0  
 ONDEMAND RUNSTDBY PRESCSYNC[1:0] MODE[1:0] ENABLE SWRST  

Access R/W R/W R/W R/W R/W R/W R/W W  
Reset 0 0 0 0 0 0 0 0  

Bits 20, 21 – COPENx Capture On Pin x Enable
Bit x of COPEN[1:0] selects the trigger source for capture operation, either events or I/O pin input.

Value Description
0 Event from Event System is selected as trigger source for capture operation on channel x.
1 I/O pin is selected as trigger source for capture operation on channel x.

Bits 16, 17 – CAPTENx Capture Channel x Enable
Bit x of CAPTEN[1:0] selects whether channel x is a capture or a compare channel.

These bits are not synchronized.

Value Description
0 CAPTEN disables capture on channel x.
1 CAPTEN enables capture on channel x.

Bit 11 – ALOCK Auto Lock
When this bit is set, Lock bit update (LUPD) is set to '1' on each overflow/underflow or re-trigger event.

This bit is not synchronized.

 SAM L10/L11 Family
TC – Timer/Counter
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41.8.11 Average Control

Name:  AVGCTRL
Offset:  0x0C
Reset:  0x00
Property:  PAC Write-Protection, Write-Synchronized

Bit 7 6 5 4 3 2 1 0  
  ADJRES[2:0] SAMPLENUM[3:0]  

Access R/W R/W R/W R/W R/W R/W R/W  
Reset 0 0 0 0 0 0 0  

Bits 6:4 – ADJRES[2:0] Adjusting Result / Division Coefficient
These bits define the division coefficient in 2n steps.

Bits 3:0 – SAMPLENUM[3:0] Number of Samples to be Collected
These bits define how many samples are added together. The result will be available in the Result
register (RESULT). Note: if the result width increases, CTRLC.RESSEL must be changed.

Value Description
0x0 1 sample
0x1 2 samples
0x2 4 samples
0x3 8 samples
0x4 16 samples
0x5 32 samples
0x6 64 samples
0x7 128 samples
0x8 256 samples
0x9 512 samples
0xA 1024 samples
0xB -
0xF

Reserved

 SAM L10/L11 Family
ADC – Analog-to-Digital Converter
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Figure 44-13. Offset Compensation

OPAMPn ADC
RESULT

OFFSETCORRVref=
DAC/REFBUF

44.6.11.4 Gain Compensation
To perform gain compensation positive input must be close to VDD, but less (e.g. 0.8*Vref for instance) to
avoid ADC saturation. The value for gain error compensation is obtained by dividing the theoretical ADC
conversion result by the result from measurement. The obtained value for gain error compensation must
be written in the ADC GAINCORR register.

Figure 44-14. Gain Compensation

OPAn ADC
RESULT

OFFSETCORR

0.8*Vcc
RESULTth/RESULT

44.6.12 AC Driver
One or several OPAMPs can be configured as input for the AC. The AC input mux must be appropriately
configured to select OPAMP as input.

Related Links
42.  AC – Analog Comparators

44.6.13 Input Connection to DAC
The DAC can be used as a reference. This is configured by the corresponding OPAMPCTRLx.MUXPOS
and OPAMPCTRLx.RES1MUX bits.

44.6.14 Voltage Doubler
The OPAMP peripheral contains a voltage doubler for the analog multiplexer switches to ensure proper
operation for a supply voltage below 2.5V. Aside from the multiplexers, no other supply voltages are
affected by the voltage doubler.

The voltage doubler is normally switched on/off automatically, based on the supply level. If the supply
voltage is guaranteed to be above 2.5V, the voltage doubler can be completely disabled by writing the
Low-Power Mux bit in the Control Register (CTRLA.LPMUX).

 SAM L10/L11 Family
OPAMP – Operational Amplifier Controller
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46. Electrical Characteristics
This section provides an overview of the SAM L10 and SAM L11 electrical characteristics.

Specifications for Extended Temperature Devices (-40ºC to +125ºC) that are different from the
specifications in this section are provided in 47.  125°C Electrical Characteristics.

46.1 Disclaimer
All typical values are measured at T = 25°C unless otherwise specified. All minimum and maximum
values are valid across operating temperature and voltage unless otherwise specified.

46.2 Thermal Considerations

46.2.1 Thermal Resistance Data
The following table summarizes the thermal resistance data depending on the package.

Table 46-1. Thermal Resistance Data

Package Type θJA θJC

32-pin TQFP 65.1°C/W 16.3°C/W

32-pin QFN 40.4°C/W 15.8°C/W

24-pin QFN 59.1°C/W 21.1°C/W

24-pin SSOP 76.3°C/W 16.0°C/W

32-pin WLCSP 76.89°C/W 12.15°C/W

46.2.2 Junction Temperature
The average chip-junction temperature, TJ, in °C can be obtained from the following:

1. TJ = TA + (PD x θJA)
2. TJ = TA + (PD x (θHEATSINK + θJC))

where:

• θJA = Package thermal resistance, Junction-to-ambient (°C/W), see Thermal Resistance Data
• θJC = Package thermal resistance, Junction-to-case thermal resistance (°C/W), see Thermal

Resistance Data
• θHEATSINK = Thermal resistance (°C/W) specification of the external cooling device
• PD = Device power consumption (W)
• TA = Ambient temperature (°C)

From the first equation, the user can derive the estimated lifetime of the chip and decide if a cooling
device is necessary or not. If a cooling device is to be fitted on the chip, the second equation should be
used to compute the resulting average chip-junction temperature TJ in °C.

 SAM L10/L11 Family
Electrical Characteristics
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Note: 
1. These values are based on simulation. They are not covered by production test limits or

characterization.

Table 47-8. Differential Mode (1)

Symbol Parameter
s Conditions

Measurements
Unit

Min Typ Max

ENOB Effective
Number of
bits

Fadc =
1Msps

Vref=2.0V
Vddana=3.
0V

9.1 10.2 10.8 bits

Vref=1.0V
Vddana=1.
6V to 3.6V

9.0 10.1 10.6

Vref=Vdda
na=1.6V to
3.6V

8.9 9.9 11.0

Bandgap
Reference,
Vddana=1.
6V to 3.6V

9.0 9.8 10.6

TUE Total
Unadjusted
Error

without
offset and
gain
compensati
on

Vref=Vdda
na=1.6V to
3.6V

- 7 32 LSB

INL Integral
Non
Linearity

without
offset and
gain
compensati
on

Vref=Vdda
na=1.6V to
3.6V

- +/-1.9 +/-4.8

DNL Differential
Non
Linearity

without
offset and
gain
compensati
on

Vref=Vdda
na=1.6V to
3.6V

- +0.94/-1 +1.85/-1

Gain Gain Error without
gain
compensati
on

Vref=1V
Vddana=1.
6V to 3.6V

- +/-0.38 +/-1.9 %

Vref=3V
Vddana=1.
6V to 3.6V

- +/-0.14 +/-0.9

Bandgap
Reference

- +/-0.64 +/-5.4

 SAM L10/L11 Family
125°C Electrical Characteristics

© 2018 Microchip Technology Inc.  Datasheet DS60001513B-page 1174


